Follow-up to the European Parliament resolution on the proposal for a Council framework decision on the use of Passenger Name Record (PNR) for law enforcement purposes, adopted by the Commission on 3 February 2009
1.
Resolution tabled further to Question for Oral Answer B6‑0476/2008 pursuant to Rule 108(5) of the European Parliament Rules of Procedure by Sophia in 't VELD (ALDE/NL) on behalf of the Committee on Civil Liberties, Justice and Home Affairs (LIBE)
2.
EP reference number: B6-0615/2008 / P6-TA-PROV(2008)0561
3.
Date of adoption of the resolution: 20 November 2008
4.
Object: framework decision on the use of Passenger Name Record (PNR) for law enforcement purposes following a relevant oral question with debate
5.
Context of the resolution: The resolution follows an oral question with debate in which several questions were posed by the Parliament on the proposal of the Commission for a framework decision on the use of PNR data for law enforcement purposes.

6.
Brief analysis / assessment of the resolution and requests made in it:

The European Parliament makes the following remarks:

[on procedural aspects]

· Regrets the legal uncertainties of the Commission's proposal as regards its compatibility with fundamental rights and as regards the legal basis of the instrument.

· Reserves its formal opinion under the formal consultation procedure until its concerns are properly addressed.

· Have reservations on the added value of the proposal and its safeguards.

· Would like more justifications on the need for the instrument and that the same objectives could not be achieved with less intrusive measures.

· The relation of PNR and other measures, e.g. API, Entry-Exit, etc, should be clarified.

· national parliaments must be involved.
· Access to data must be limited to those authorities that are responsible for the fight against terrorism and organised crime.

[on subsidiarity]

· notes that the need for EU action has not been demonstrated.
· The proposal for a decentralised scheme gives even less added value at EU level.

[on proportionality]

· Deplores the fact that the measure is not limited to the fight against terrorism and organised crime.

· There is no evidence that PNR data is useful for law enforcement purposes.

[on purpose limitation]

· Deplores the lack of precise purpose limitation.

· There is no evidence that PNR is useful for massive automated searches and analysis on the basis of risk criteria.

· Profiling on the basis of sensitive data must be prohibited.

[on protection of personal data]

· the adoption of an adequate data protection framework in the third pillar is a precondition.
· Stresses the need to clarify the data protection rules that apply to Passenger Information Units.

· Sensitive data to be used only on a case-by-case basis obtained with a warrant.

[on details of implementation]

· The period of retention is not justified and anonymised data should be sufficient.

· Data transfers should be made using only the PUSH option and third countries should not have direct access to European reservation systems.

· Transfers to third countries should be permitted only where adequate safeguards exist.

· Passengers must be fully informed of the processing and of their rights.

[on consequences for carriers]

· There should be no obligation on carriers to collect additional data and no sanctions if the data is incomplete or inaccurate.

[on intermediaries/Passenger Information Units - PIUs]

· There must be a clear definition of the powers and role of the PIUs.

7.
Reply to these requests and outlook regarding the action that the Commission has taken or intends to take:

[on procedural aspects]

· Commission does not agree that there is any legal uncertainty in its proposal as regards its compatibility with fundamental rights and the legal basis of the instrument. It is noted that the Legal Service of the Parliament agrees with the legal basis which was chosen by the Commission as stated in its opinion which was issued in May 2008.

· The added value of the proposal has been repeatedly discussed. The Commission has never argued that the use of PNR will on its own solve the problem of terrorism and serious crime. PNR is only one tool to be used by law enforcement authorities, together with other tools, in the prevention and investigation of crimes. The usefulness of PNR in this context has also been explained and demonstrated during a hearing of experts which organised by the LIBE Committee of the European Parliament on the 15th of May 2008. Experts from the US, Canada, Australia, the UK, France, Denmark and Belgium presented their testimonies at this meeting.

· PNR is a different type of measure in relation to other measures, e.g. API, Entry-Exit, etc, as it is not a border instrument, but a security instrument.

· National parliaments are involved through parliamentary scrutiny of this proposal. Several national parliaments have already obtained evidence or information from the Commission for the purposes of their scrutiny procedures.

· Access to data will be limited to those authorities that are responsible for the fight against terrorism and organised crime.

[on subsidiarity]

· The need for EU action has been demonstrated since this is an instrument that is based on cooperation and which aims to increase the security of the entire EU.

[on proportionality]

· The measure is strictly limited to the fight against terrorism and organised crime. There are no other explicit or implicit purposes in the proposal.

[on purpose limitation]

· The purpose limitation is precise and is limited to the fight against terrorism and organised crime.

· There is evidence that PNR is useful for massive automated searches and analysis on the basis of risk criteria. This is the main use of PNR data and has been successfully implemented and used in many countries. More and more countries in the EU and the world are becoming interested in using PNR because of its successful use in other countries.

· Profiling on the basis of sensitive data will be prohibited. It should be noted that sensitive data will only very rarely appear in a PNR record.

[on protection of personal data]

· The adoption of an adequate data protection framework in the third pillar has been achieved.

· The need to clarify the data protection rules that apply to Passenger Information Units (PIUs) will be adequately addressed. (see below)

· The automated processing of sensitive data will be prohibited and such data could only be used on a case-by-case basis.

[on details of implementation]

· The period of retention will be shortened.
· Data transfers will only be made using only the PUSH option and third countries will not have direct access to European reservation systems.

· Transfers to third countries will be permitted only where adequate safeguards exist.

· Passengers will be fully informed of the processing and of their rights.

[on consequences for carriers]

· There will be no obligation on carriers to collect additional data and no sanctions if the data is incomplete or inaccurate.

[on intermediaries/Passenger Information Units]

There is a clear definition of the powers and role of the PIUs.
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